
CABForum Report by GlobalSign – Improving Certificate Information for Relying parties. 

Controversial Certificates 1,2,3 and 4 all have the same result – Relying parties cannot determine a primary 
owner.  Placing one primary domain in the CN would be against CN deprecation policy 

 

With no CN, Windows 7 shows the first OU Win No Subject the initial SAN Domain is chosen 

 

Note the OU in this case should therefore ideally indicate the “use” of the certificate in a shared environment. 



Controversial certificate 1 – No Common Name or DN 
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A quick look at how two browsers show the detail. 

Opera shows that the Subject is empty where as IE shows the first SAN 

There are no active CRL/OCSP responders for these test certs therefore please ignore errors relating to this. 

 


