CABForum Report by GlobalSign — Improving Certificate Information for Relying parties.

Controversial Certificates 1,2,3 and 4 all have the same result — Relying parties cannot determine a primary

owner. Placing one primary domain in the CN would be against CN deprecation policy

With no CN, Windows 7 shows the first OU
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Note the OU in this case should therefore ideally indicate the “use” of the certificate in a shared environment.




Controversial certificate 1 — No Common Name or DN
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A quick look at how two browsers show the detail.

Opera shows that the Subject is empty where as IE shows the first SAN
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o Warnings have been disabled for the fallowing problem(s):
(1) The certificate is not signed by a trusted authority.
+ (2) Unable to verify the website's identity (OCSP error).
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Encryption protocol
TLS 1.0 128 bit AES (2048 bit RSA/SHA)

Tssued to: domain,cam H100% ~

Issued by: TestDomain Valdation CA

valid from 02/ 11/ 2012 to 17/ 12/ 2012

[T

Issuer Statement

Learn more about certificates




